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HR Systems – User Request Form

 (
PRIVACY ACT STATEMENT
AUTHORITY:
  E.O. 9397 (SSN).
PRINCIPAL PURPOSE(s):
  Used to establish or modify user accounts for HR Systems.
ROUTINE USE(s):
  None.
DISCLOSURE:
  Voluntary; however, failure to provide the requested information may make it impossible to complete user account(s) request
.
)






Instructions:  Click the grey fields to activate pick list, checkmark box, and free text entry fields.  Use the TAB key to move to the next entry field OR click in the next entry field.

Employee Information

1. [bookmark: Dropdown1]Servicing CPAC:  
2. [bookmark: Text1]Employee Name:       
3. [bookmark: Text2]SSN:       
4. [bookmark: Text3]AKO Email Address:       

Access Requested

1. [bookmark: Dropdown2]Type of Request:  
2. Account(s) to be created/modified; must also be identified on your SANAR form:
[bookmark: Check1]|_|	DCPDS
[bookmark: Check2]|_|	PORTAL/CSU
[bookmark: Check3]|_|	BOXI
3. Type of Account(s):
[bookmark: Check4]|_|	Administrative (-MGA)
[bookmark: Check5]|_|	Manager (-MGR)
	If requesting a (-MGR) account, is the employee on a position with a supervisory code of 
[bookmark: Check7][bookmark: Check8]2 or 4?	|_|  Yes	|_|  No > -MGR account cannot be established
[bookmark: Check6]|_|	Resource Manager (-RMM)
4. [bookmark: Text4]Access needs to mirror the following user:         OR
5. [bookmark: Text5]List the organization codes the user needs access to:       
Examples of valid organization codes:  JJBAW6FMAAA, HMSEW6D7%, etc.
6. User needs access to the following records:
[bookmark: Check9]|_|	APPR (Appropriated Funds)
[bookmark: Check10]|_|	LN (Local National)
[bookmark: Check11]|_|	NAF (Nonappropriated Funds)

7. [bookmark: Text7]User needs to be attached to the following groupbox(es):       
Examples of valid groupbox names:  RMM-0IMA-EU-RMM, MGR-0HQ7A_G1_SSD-MGR, etc.

[bookmark: Text6]Notes	     

Next Steps

1. Save the User Request Form using the AKO username as the filename (e.g. john.a.doe.docx)

2. Create a CA Service Desk (CASD) ticket and attach this User Request Form and SANAR form to the CASD ticket and submit it to your servicing Civilian Personnel Advisory Center (CPAC).  

As “Request Area” select:  CHRA > EU > CPACs > click on the + sign preceding your servicing CPAC > User Accounts AF/NAF – HR Applications

	Link to CA Service Desk:	https://servicedeskw.cpol.army.mil/cpolsd 

Link to Creating a Ticket Guide:  https://cpolrhp.cpol.army.mil/eur/automation/CPOLSD_Creating_a_CPOLSD_ticket.pdf

3. If you or your supervisor are unable to create a CASD ticket, then email or deliver the documents to your servicing CPAC.  When providing the requested information to the Civilian Personnel Advisory Center, you should encrypt the information to protect it from unauthorized disclosure.  If you have a DoD Common Access Card (CAC) and an official e-mail account, you can encrypt the transmission following the same procedures you would use to encrypt any other message.  If you cannot encrypt this way, you can put your response in a separate document and use the Safe Access File Exchange (SAFE) system at https://safe.amrdec.army.millsafe2/ to securely transmit the file instead of sending e-mail. Instructions for using SAFE are available at https://safe.amrdec.army.millsafe2/Guide.aspx.
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